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The Digital Preservation Plan should be formulated with input from agency administration, records managers, and IT department.
Purpose: Develop statement/s that defines each project and its purpose, including benefits to be derived. These should be based on your institutional needs. (Ex. To establish a long-term digital preservation solution for our institution that will assure accessibility to special collections and unique resources.)

Scope: Outline the scope of the digitization project being undertaken, identifying which records series and date ranges will be part of the current project.
☐	Digitized Records	☐ 	Born-Digital Records	 ☐ 	Hybrid Records
	Check all that apply
	
	Retention Period☐ Additional Record Series Information


	☐
	
	0- 5 years

	☐
	
	6-9 years 

	☐
	
	10 or more years

	☐
	
	Permanent 

	☐
	
	Unscheduled



Key Mandates: Identify the appropriate statutes and regulations which govern your records and how they are managed and regulated.

R.I. Gen. Laws
C.F.R. 

Record Creation: Identify how the records were created and how they will be digitized. 

Technical Requirements: Identify the output format that the digitized records will be in to ensure long term archival management, storage, and access and the DPI (Dots Per Inch) that the records will be scanned at.
☐ 	TIFF		☐ 	PDF/A		
DPI:	

Quality Assurance and Quality Control (QA/QC): QA/QC is a process that verifies the quality, accuracy, and consistency of digital images to ensure the products match the specifications outlined in the project plan. Each item on the checklist should be reviewed by two staff. For a full list of responsibilities, view the Digitizing Public Records guidance document. 
File Specifications Reviewed  ☐                           File Specifications Confirmed ☐
Image Quality Reviewed ☐                                   Image Quality Confirmed ☐
Page Count Reviewed ☐                                      Page Count Confirmed  ☐
Metadata accurate and complete? 	☐ 

Metadata: Checklist to ensure all the following metadata is collected as part of the project.
☐	File Name			☐	Program Name
☐	Size				☐	Type of File
☐ 	Date Created
Storage: Outline the type of system backup that will be used for record storage and verify the trustworthiness of the system used. Identify the plan to check the records and migrate them to preservation formats in the future, as needed.
☐	Backup
☐	System Trustworthiness

A computer application designed to create, store, and retrieve data according to well-documented processes that ensure records based on those data are authentic and reliable.

[bookmark: _GoBack]☐	Migration Plan
Disposition Process: Certify that a Certificate of Records Destruction (CRD) was properly submitted and approved and outline any additional internal or external steps required as part of this project.
☐	Certificate of Records Destruction (CRD) signed by Agency Head and State Archivist
☐	Additional steps: 


Additional Preservation Resources

“Levels of Digital Preservation” (PDF; Proceedings of the Archiving (IS&T) Conference, April 2013, Washington, DC.
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